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Building a flexible supply chain can enable the firms to manage their supply

chains to adapt effectively to dynamic market demand changes and thus

guarantee their accelerated growth in the future. In this vein, this study aims to

address several important issues in supply chain management by considering

two characteristics of blockchain technology (i.e., information transparency

and security of blockchain technology) and exploring the specific conditions

under which firms are likely to develop trust in supply chain management.

Furthermore, we argue that such supply chain trust is vital to the success

of achieving and increasing supply chain flexibility. In addition, we propose

that top management teams’ digital leadership within the firms plays a

vital role in moderating the contribution of each dimension of blockchain

technology to supply chain trust. Using data from a large sample of 338

firms in China, we perform structural equation modeling to examine our

conceptual framework empirically. Our results highlight and support the idea

that blockchain technology’s information transparency and security influence

the trust-building in a supply chain and supply chain flexibility and articulate

the particular importance of digital leadership in explaining the contribution

of different blockchain technology characteristics to trust-building. Our study

advances the theoretical, empirical, and managerial analysis of critical factors

to build trust and achieve flexibility in supply chains.

KEYWORDS

blockchain technology, digital leadership, supply chain flexibility, supply chain trust,
supply chain management

Introduction

The global supply chain relationship has been affected by economic globalization
and the epidemic and is thus facing many challenges. The internal and external
environments firms face constantly change, and the traditional supply chain model
has gradually become fragile and unable to meet the growing needs of firms (Sarkis
et al., 2020). To cope with the ever-changing needs of consumers and environmental
uncertainty and survive in the fierce market competition environment, firms need to
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work together to solve the diverse needs of customers. How
to build supply chain trust has become an urgent problem to
be solved in academia. Supply chain trust is critical (Kshetri
and Voas, 2019). Once partners in the supply chain face a
crisis of trust, sensitive data and information required for
cooperation cannot be shared in time, which can easily lead to a
bullwhip effect (Mejia et al., 2019). Supply chain trust can reduce
search transaction costs and opportunism (Bierly and Gallagher,
2007). High trust partnerships can reduce coordination costs
and enhance knowledge sharing and information flow between
cooperative firms (Neeley and Leonardi, 2018). Supply chain
trust helps firms build a flexible supply chain that can improve
the ability to deal with uncertainty and allow firms to respond
quickly to form a core competitive advantage and meet market
needs more flexibly and in a targeted manner (Baah et al.,
2022). A flexible supply chain means that the supply chain
built by a firm can immediately respond to customer needs
(Slack, 2005; Roberta et al., 2014). It can deal with conflicts
quickly during strategic decision-making and improve the
responsiveness and agility to environmental changes to cope
better with unforeseen situations, avoid delivery delays and
customer dissatisfaction, respond to consumer demand with
other firms quickly in the supply chain, and maintain inventory
at a controllable level (Swafford et al., 2008). In other words,
to respond to environmental changes and provide customer-
oriented products and services, firms need to build flexible
supply chains to seize opportunities and reduce risks (Tallon
and Pinsonneault, 2011; Gligor, 2013). Building a flexible
supply chain can also help firms improve their efficiency
and competitiveness; in a changing technological environment,
flexible supply chains can provide customers with customized
products and services (Delic and Eyers, 2020). Although the
existing literature has emphasized the benefits of building
a flexible supply chain, empirical analysis on how to build
a flexible supply chain is lacking. Thus, the present study’s
first major aim is to understand the key driving forces and
influencing factors of building a flexible supply chain through
empirical analysis.

Supply chain trust is necessary for building an effective
supply chain relationship. The crisis of trust seriously affects
the relationship between firms in the supply chain. Supply
chain trust helps firms to share information, benefits, and
risks. Establishing supply chain trust between firms is always
challenging (Stonkutė and Vveinhardt, 2016; Song et al., 2019).
In particular, whether the information and communication
technology represented by blockchain can provide support
for supply chain trust has attracted much attention. Some
scholars have advocated that blockchain technology is one of
the disruptive frontier technologies in the fourth industrial
revolution and plays a vital role in the realization of information
resource sharing and trust for firms (Queiroz et al., 2019; Saberi
et al., 2019; Wamba et al., 2020). Blockchain technology can
promote supply chain trust through digital signatures, smart

contracts, and the immutability of transaction records (Dubey
et al., 2020; Ji et al., 2022; Wan et al., 2022). However, some
scholars have advocated that the use of blockchain technology in
the supply chain needs to consider the traceability awareness of
consumers and the cost of adopting blockchain technology (Fan
et al., 2022). Given the shortcomings of blockchain technology,
such as limited throughput, time consumption, low security, and
limited storage space, t whether it can bring value to business
processes remains uncertain. Therefore, some scholars are on
the sidelines of adopting blockchain technology and even refuse
to adopt blockchain technology (Swan, 2015; Liang et al., 2021).
Furthermore, blockchain technology is not yet mature and has
many scalabilities, performance, and compatibility problems
with other systems; thus, firms are facing huge management
challenges (Lacity, 2018). In summary, different scholars have
varying opinions on whether blockchain technology is suitable
for the supply chain environment. The characteristics of
blockchain technology need to be subdivided for profound
research. In this study, blockchain technology is divided into
two core characteristics: information transparency and security.
Through empirical analysis, the relationship between the two
characteristics of blockchain technology, supply chain trust, and
supply chain flexibility, is clarified to fill the gap in relevant
research.

Furthermore, according to previous literature, the
disruption brought about by digital technology requires
companies to play the role of digital leadership (Westerman
et al., 2014). Businesses with digital leadership can develop a
clear digital strategy (Zeike et al., 2019). Only digital leadership
can change the behavior of leaders and the organizational
structure of companies to support digitally enabled business
models (Oberer and Erkollar, 2018). Thus, this study uses
digital leadership as a moderating variable to explore the
moderating role of digital leadership in the relationship between
information transparency and security of blockchain technology
and supply chain trust. Valuable suggestions are suggested for
firms to improve the supply chain and help them win first place
in future supply chain competition.

This study provides three key contributions to the
blockchain technology and supply chain management research
amidst the backdrop of the COVID-19 pandemic situation. As
one of the most potent disruptive information technologies and
innovations sweeping the world today, blockchain technology
has great potential to deal with a recent special issue on
supply chain trust between firms. This study makes an
important theoretical contribution by addressing a relatively
neglected issue: the impact of specific blockchain technology
characteristics (i.e., information transparency and security) on
supply chain trust and flexibility. In addition, we also contribute
to the literature by enabling an evaluation of the moderating role
of digital leadership in the relationships between information
transparency, security, and supply chain trust. Finally, our study
makes an empirical contribution by testing these relationships.
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Our empirical results offer novel insights into the strategic
management of blockchain technology, and trust and flexibility
in the supply chain.

The remainder of the paper is organized as follows. In
the next section, we provide the theoretical background and
develop a series of research hypotheses. We then describe the
research method employed to test the proposed hypotheses. In
the following section, we present the results of the empirical
analysis. Finally, we discuss the findings and their implications.

Theoretical background and
hypotheses development

The main emphasis of the network theory is to understand
and explain the nature and interactions of a firm’s external
networks which involve relationships with various parties,
such as customers, suppliers, competitors, and other actors
with which the firm is connected (Gulati et al., 2000). The
network theory has become increasingly a useful tool for
diagnosing network relationships in management consulting
(Borgatti and Halgin, 2011) and explaining why firms should
learn to work effectively with their network partners by building
high-quality trust-based relationships (Afuah, 2013). To obtain
external resources, firms need to establish a stable cooperative
relationship, making the network between firms more stable
(Treiblmaier, 2018). Network relationships are expected to
facilitate the rapid internationalization of blockchain startups
(Zalan, 2018). One valuable outcome for the firms from the
building of trusting relationships with their partners is that such
trust-based relationships may represent an opportunity for the
firms to access needed strategic assets, such as information,
knowledge, and other important resources (Davis et al., 2000;
Hitt et al., 2001). Blockchain technology can help firms and their
partners build trusting relationships and thus promote mutual
trust in the changing process of business relationships (Tian,
2016). Blockchain technology mainly focuses on generating trust
between firms through cooperative relations and interactive
processes. From a blockchain perspective, network theory can
be employed to help assess how networks among businesses
interact. Partnerships and information transparency between
businesses can help managers understand whether personal
relationships can be replaced by the exchange of information
provided by blockchain technology (Kummer et al., 2020).

To gain a competitive advantage, the resource-based view
(RBV) emphasizes that firms need to have rare, valuable,
and irreplaceable resources, which are difficult to imitate
(Barney, 1991, 2001; Singh and Samuel, 2020). The resource
coordination ability to use internal and external key resources
to acquire information technology plays an important role
in the acquisition of resources and the improvement of
corporate performance (William et al., 2013). RBV is widely
used in companies’ digital transformation using the fourth

industrial revolution digital technology (Bordeleau et al., 2020).
Blockchain technology is one of the digital technologies at
the forefront of Industry 4.0. Building on the network theory
and RBV, the present study proposes a conceptual framework
which is depicted in Figure 1. More specifically, we examine
a central research question: how may blockchain technology
contribute to building supply chain trust? We theorize and
examine this central question by dividing blockchain technology
into two dimensions: information transparency and security of
blockchain technology. As a foundational issue, we first develop
and test hypotheses to suggest that the information transparency
and security of the blockchain may have a positive impact on
supply chain trust. Second, we consider the respective influence
of the blockchain’s information transparency and security on the
flexible supply chain. Third, we theorize and examine whether
digital leadership plays a vital role in moderating the effect of
blockchain information transparency and information security
on supply chain trust. Finally, we theorize and examine how
supply chain trust may contribute to supply chain flexibility.

Blockchain technology information
transparency and supply chain trust

Supply chain trust is the opposite of opportunism and
reflects the degree of interdependence among supply chain
partners (Capaldo and Giannoccaro, 2015). Partners with supply
chain trust will abide by the commitments of both parties
and will not increase their interests at the expense of the
interests of both parties (Cao and Zhang, 2010). Given the
deepening of economic globalization, the business network of
firms has become increasingly complex, and supply chain trust
is crucial in the interaction process of completely unfamiliar
firms (Xu et al., 2021). Information transparency refers to the
willingness and behavior of companies to disclose information
(Turilli and Floridi, 2009). Firms can easily confirm historical
transaction records and ensure that members in the supply
chain need to notify other members for approval when changing
and deleting information (Kim and Shin, 2019). Problems
such as poor information flow, difficult logistics tracing, and
untrue capital flow often occur during supply chain operations.
Blockchain technology is expected to bring opportunities to
improve these problems (Hu et al., 2021; Wu and Zhang,
2022). The increased utilization of blockchain technology
can increase trust among suppliers (Meidute-Kavaliauskiene
et al., 2021). Blockchain technology can help firms in the
supply chain to be more transparent in information flow,
logistics, and capital flow to strengthen the trust between
supply chain partners (Wu and Zhang, 2022). Traditional
supply chain firms heavily rely on central institutions or
third parties to promote the trust between participants in the
cooperation process. However, relying on a third party can easily
cause malicious attacks and tampering. Blockchain technology
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FIGURE 1

Conceptual framework.

facilitates the maintenance of key information through its
distributed and decentralized characteristics, and each node has
a copy of transaction data, thereby improving the transparency
of business activities and establishing a foundation for supply
chain trust (Chang and Chen, 2020). After using blockchain
technology, the information can be traced, and the transaction
information is not easily tampered with. A problem can be
investigated for responsibility through information tracking,
which effectively alleviates the goal conflict between suppliers,
thereby increasing the trust of the supply chain (Pournader et al.,
2020). In summary, the transparency of blockchain technology
can enhance supply chain trust. Thus, this study proposes the
following hypothesis:

Hypothesis 1(H1): The information transparency
of blockchain technology has a positive effect on
supply chain trust.

Blockchain technology information
security and supply chain trust

Blockchain technology enables secure data exchange in a
distributed manner, improving firm supply chain operations
(Ghode et al., 2020). Calibration of end-to-end data across
various supply chains cannot be achieved without blockchain,
which enhances the security of stored data and ensures real-
time access to all information (Dutta et al., 2020). Blockchain
technology enables monitoring of the compliance status of
individual suppliers while keeping sensitive documents safe
(Venkatesh et al., 2020). Decentralization ensures that data
cannot be changed in any way. Encryption technology ensures

data security while safeguarding that data cannot be changed
without knowing the correct key. Consensus protocols secure
the entire network by requiring all nodes to have a unified
protocol (Lim et al., 2021), and the adoption of blockchain
technology by firms can increase trust in customers (Dutta
et al., 2020). Furthermore, blockchain technology has the
immutability of data, which ensures information security
and helps increase users’ trust in the entire supply chain
transaction (Rejeb et al., 2021). Smart contracts of blockchain
technology have an encryption system to ensure a safe user
experience, and smart contracts with pre-determined terms
remove human judgment from transactions and reduce human
risk. After adopting blockchain technology, transaction records
are encrypted, considerably reducing the possibility of network
attacks and improving the payment security between upstream
and downstream customers. Blockchain technology can help
consolidate supply chain partnerships (Kim and Shin, 2019).
When the supply chain partnership becomes more consolidated,
supply chain trust will also greatly improve. Based on this, this
study proposes the following hypothesis:

Hypothesis 2(H2): The information security of blockchain
technology has a positive effect on supply chain trust.

Blockchain technology information
transparency, security, and flexible
supply chain

Building a flexible supply chain can enable firms to deal
with supply chain disruptions and demand changes effectively
(Fischer et al., 2016). Supply chain members need to enhance
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their flexibility to improve their ability to respond to market
changes (Moon et al., 2012). In the current market competition,
firms often outsource some business processes to improve
the flexibility of the supply chain (Hald and Kinra, 2019).
When outsourcing part of the business, only by allowing
information to be effectively shared among firms can the supply
chain be flexible (Manders et al., 2017; Meidute-Kavaliauskiene
et al., 2021). Given that blockchain technology is based on
a database, all stakeholders involved in the network use
blockchain technology to store and distribute data, which can
ensure the security and transparency of information and make
the sharing of information resources between firms in the supply
chain more secure and reliable (Queiroz et al., 2019; Saberi
et al., 2019; Lohmer et al., 2020). At the same time, using
blockchain technology can also track product trends and help
firms make adjustments quickly. The applications used and
introduced can only be implemented at relevant network points,
thus ensuring data security and transparency during supply
chain transactions (Wang et al., 2020). Furthermore, blockchain
technology can also help firms realize real-time data sharing on
the network, which helps firms to respond flexibly and resiliently
when uncertainty occurs (Lohmer et al., 2020). Given that
flexible response and elasticity are important factors for firms to
build a flexible supply chain, the information transparency and
security of the blockchain are expected to play a positive role in
promoting firms to build a flexible supply chain. On this basis,
the following hypotheses are proposed:

Hypothesis 3(H3): The information transparency of
blockchain technology has a positive effect on supply
chain flexibility.

Hypothesis 4(H4): The information security of blockchain
technology has a positive effect on supply chain flexibility.

The moderating role of digital
leadership

Given the volatility, uncertainty, and complexity of the
digital economy, managers must have digital leadership (Petry,
2018). Digital leadership is a leadership approach designed
to support firms in implementing digital business models
by changing leaders’ behaviors, organizational structures, and
workforce management. Firms with digital leadership are
more likely to stick out in the fourth industrial revolution
(Oberer and Erkollar, 2018). Digital leadership is a complex
concept. First, managers must change their roles, skills, and
leadership styles. Second, digital organizations should be
built at the levels of governance, vision, values, culture, and
decision-making process. Finally, staff management, knowledge,

communication, and collaboration should be adjusted at the
personal level. Digital leadership aims to build a customer-
centric digital business model (Eberl and Drews, 2021).
Managers with digital leadership are visionaries; they are
proficient in digital technology and like to motivate employees
to innovate and adopt new technologies to become digital
experts (Promsri, 2019). Managers with digital leadership
understand digital technology skills themselves, use digital
thinking to make decisions, and can adequately assess digital-
related opportunities and challenges (Hensellek, 2020). At the
same time, managers with digital leadership like to use platforms
such as social media to engage with customers, partners,
employees, and other stakeholders across the company, thereby
increasing interaction and trust (Bennis, 2013; Yücebalkan,
2018). As one of the cutting-edge digital technologies in the
fourth industrial revolution, blockchain technology can predict
that managers with stronger digital leadership are more willing
to use the transparency of blockchain technology to promote
supply chain trust. Digital leadership emphasizes the need for
secure governance of data privacy and information quality
(Outvorst et al., 2018). Managers with strong digital leadership
have strong digital skills to identify the opportunities and risks
associated with digitalization, especially the security of digital
devices, software, data, and digital behaviors (Crummenerl
and Kemmer, 2015). In other words, firms with strong digital
leadership pay more attention to information security. Firms
with digital leadership are likely to use the security of blockchain
technology to promote supply chain trust. Thus, the following
hypotheses are proposed:

Hypothesis 5(H5): Digital leadership positively moderates
the effect of information transparency of blockchain
technology on supply chain trust.

Hypothesis 6(H6): Digital leadership positively moderates
the effect of information security of blockchain technology
on supply chain trust.

Supply chain trust and flexible supply
chain

Firms can handle different non-standardized orders by
establishing flexible supply chains, providing customized
products for customers, producing products of different sizes
and colors, and adjusting production in time according to the
needs of customers and target markets (Al-Shboul et al., 2017).
A flexible supply chain can improve the responsiveness and
agility to environmental changes, respond to consumer needs
with other firms in the supply chain quickly, avoid delivery
delays and customer dissatisfaction effectively, and maintain
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inventory at a controllable level (Swafford et al., 2008), reducing
uncertainty and risks in the supply chain. The firms can quickly
respond to sudden disruptions and changes in the supply chain
(Liao, 2020; Katsaliaki et al., 2021; Sundgren, 2022). Building a
flexible supply chain cannot be completed by one firm alone. It
needs the participation of all firms in the supply chain. Firms
must reach the supply chain trust before they become willing
to share information actively to avoid the risk of uncertainty
(Ghode et al., 2020). The trust relationship between partners
can make the firm supply chain management achieve better
performance. The mutual trust cooperation relationship can
ensure that all parties in the supply chain understand one
another’s business and dynamics and are willing to assist in
developing innovative solutions. Without trust as a foundation,
cooperative alliances can neither be established nor sustained
(Batwa and Norrman, 2021). Supply chain trust can also affect
the resilience of firms in the supply chain network (Hou et al.,
2018; Delic and Eyers, 2020). Given that elasticity is important in
building a flexible supply chain, supply chain trust is expected to
promote firms to build a flexible supply chain. Thus, this study
proposes the following hypothesis:

Hypothesis 7(H7): Supply chain trust has a positive effect on
supply chain flexibility.

Methodology

Sampling and data collection

We empirically examine our research hypotheses by
collecting data from a large sample of firms in China. We
believe China offers an ideal setting owing to the following
three reasons. First, China has become one of the world’s most
important economies in driving the development of blockchain
technology and applications across different sectors. Blockchain
technology has been quickly and widely applied in many areas
in China, such as finance, medicine, government data sharing,
and supply chain management. With its large-scale market and
significant efforts to accelerate expansion in the blockchain
industry, China is expected to occupy a more advantageous
position relative to other developed or emerging economies
in testing blockchain technology, thus leading blockchain
technological innovation and application globally. Second, the
Chinese government has played an important role in China’s
blockchain technological development and adoption. According
to a guideline jointly released in 2021 by the Ministry of
Industry and Information Technology and the Office of the
Central Cyberspace Affairs Commission, China aims to enhance
its efforts to boost further the technological application and
industrial development of blockchain in the next decade and
become a globally competitive player in the blockchain industry

by 2025. In particular, China also aims to integrate blockchain
deeply with other next-generation information technologies,
such as big data and artificial intelligence in China, by
nurturing several globally competitive firms, several innovative
firms related to blockchain, and several blockchain industrial
parks by 2030. Third, Chinese firms are currently leading
in developing and adopting blockchain technology in terms
of global blockchain patent filings and developing blockchain
projects. According to the data reported by Tianyancha, a
corporate information provider, approximately 121,000 firms
are operating in blockchain-related industries. Chinese firms
have filed the most patents related to blockchain in the world,
including some of the biggest names in blockchain, accounting
for more than two-thirds of the world’s blockchain-related
patents. As reported by Blockdata, China also led the world in
blockchain projects initiated, with 786 blockchain projects in
progress, which accounted for more than 48.5% of the global
total blockchain projects in 2018. Finally, China is emerging as
one of the most significant economies in adopting blockchain
technology to boost and stabilize its global trade amid the
COVID-19 pandemic. For example, China has successfully
adopted blockchain technology to lower logistics costs through
the China-Europe train routes in southwest China’s Sichuan
Province. Using the blockchain-powered platform Sino-Europe
Trade Link 2.0 by the Industrial and Commercial Bank of China,
international trade firms can raise funds directly from the bank
and thus achieve efficiency and effectiveness by lowering costs
and speeding up the cash flows.

We collected the primary data through a survey approach
in China. We carefully developed a well-structured survey
questionnaire. We first developed an English-language
questionnaire and then translated it into Chinese with the
assistance of two independent bilingual translators. Finally,
the Chinese survey questionnaire was back-translated into
English by two other independent bilingual translators to
ensure conceptual equivalence and accuracy. Prior research has
argued about the potential difficulties in collecting sufficient
and reliable primary data from firms in China (Hoskisson et al.,
2000) and has pointed out the particular importance of utilizing
trust-based relationships to obtain effective, valid, and reliable
data in the Chinese market. Thus, we hired a national research
company in the local Chinese market to help us administer
and process the survey. Through such well-structured survey
procedures, we received 351 questionnaires. After omitting 13
incomplete responses, we received 338 completed and usable
effective responses, which were used in our final data analysis.

We checked for the potential concerns about non-response
bias that will likely arise in survey-based data. We compared
the differences between the responding and non-responding
firms and the early- and late-responding firms in terms of
key firm characteristic variables (e.g., firm size) to assess the
possibility of non-response bias in our data. We did not find
any statistically significant differences between these groups,
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suggesting that non-response bias is less likely to occur in
the study. We also assessed the possible presence of common
method variance (CMV). Owing to the efforts made to develop
our well-structured questionnaire and administer the survey,
we were quite confident that CMV was less likely to occur in
our data. Nevertheless, we assessed the possible occurrence of
CMV in our data by following the procedures recommended
by Podsakoff et al. (2003). More specifically, we performed
Harman’s one-factor analysis using exploratory factor analysis
with all multiple-item scales being entered into a non-rated
factor analysis. The results of the exploratory factor analysis
suggested that no general factor is apparent in the unrotated
factor structure and accounts for a majority of the variance,
providing no evidence of serious CMV problems in the data.

Variables and measurement

Unless indicated otherwise, all the dependent and
independent variables were measured with multiple-item,
seven-point Likert scales ranging from “strongly disagree” (1)
to “strongly agree” (7).

In this study, we asked the firm to assess its overall capability
to respond to unexpected changes in the dynamic business
environment and evaluate the degree of a firm’s supply chain
flexibility (Srinivasan and Swink, 2017; Gupta et al., 2019).
Following prior research (Cao and Zhang, 2010; Jin et al., 2014;
Sreedevi and Saranga, 2017; Gupta et al., 2019), we measured
the firm’s supply chain flexibility using seven items. We used
nine items adopted from prior studies (e.g., Cao and Zhang,
2011; Capaldo and Giannoccaro, 2015) to capture the degree
of a firm’s supply chain trust. We adopted four items derived
from prior studies (e.g., Kim and Shin, 2019; Queiroz and
Wamba, 2019; Malik et al., 2021; Xu et al., 2021) to measure the
information transparency of blockchain technology. Similarly,
following prior research (Moody et al., 2018; Kim and Shin,
2019; Xu et al., 2021), we used four items to measure the degree
of information security of blockchain technology. We adopted
five items derived from previous research (e.g., Chen and Chang,
2013; AlNuaimi et al., 2022; Erhan et al., 2022) and modified
them to fit the context of blockchain technology transformation.

Furthermore, we also included several control variables
in the estimation to control for alternative explanations for
the results: firm size, firm age, and experience in blockchain
technology adoption. We included firm size in the analysis,
measured as the number of total employees of a firm, to control
for the confounding effect of firm size (Dehghani et al., 2022).
We included firm age, measured as the number of years since
the firm’s founding, to control for the effect of firm age on
new technology adoption (e.g., Verhoef et al., 2021). Finally,
we included a firm’s experience using blockchain technology
by creating a dummy variable equal to 1 if the firm had any
experience in using blockchain technology.

Analyses and results

Measure reliability and validity
assessment

We used the partial least squares (PLS) structural equation
modeling (SEM) approach to test our proposed model
empirically (Sinkovics et al., 2015). Before testing the proposed
hypotheses, we first assessed the reliability and validity of the
constructs used in the study. Table 1 presents the results of
the reliability and validity assessment. We measured reliability
by calculating Cronbach’s alpha and composite reliability for
the construct measures, which are wide reliability measures
(Nunnally, 1978; Fornell and Larcker, 1981). Table 1 shows
that all the Cronbach’s alpha and composite reliability values
are greater than 0.80, suggesting an adequate level of reliability
and validity for all the construct measures adopted in the
study. Furthermore, the factor loading of all constructs is
highly significant and greater than 0.70, demonstrating the
strong reliability of our measurement model (Chin, 1998). We
calculated each construct’s average variance extracted (AVE)
values to assess convergent validity. The results presented in
Table 1 documented that all AVE values are greater than 0.50,
suggesting adequate convergent validity and reliability of the
measures (Fornell and Larcker, 1981). Moreover, following the
procedures recommended by Fornell and Larcker (1981), we
evaluated discriminant validity by comparing each construct’s
square root of AVE with the correlation between the construct
and other constructs in the model. As reported in Table 2,
the results revealed that each construct’s square root of AVE
is greater than the correlation between the construct and
others, exhibiting a strong discriminant validity of the measures
for all constructs. We also checked for the loading values
of every single indicator with the cross-loadings with other
ones to assess the discriminant validity of the measures. The
results showed that each indicator loading is higher than
the respective cross loading, providing additional evidence of
adequate discriminant validity of the measures employed in the
study. Furthermore, we checked for the heterotrait-monotrait
ratio (HTMT) of the correlations. We found that all HTMT
correlations values are not higher than 0.85, again offering
evidence of satisfactory discriminant validity for all measures
included in the model (Henseler et al., 2015). Finally, we assessed
the predictive validity of the latent constructs in the model
using Stone–Geisser’s Q2 recommended by prior research (e.g.,
Stone, 1974; Geisser, 1975). The results demonstrated that the
cross-validated communality and redundancy values are greater
than zero, thus verifying adequate predictive validity in the
model (Fornell and Cha, 1994; Chin, 1998; Henseler et al.,
2009). All the constructs and their measures used in the study
revealed adequate reliability and validity. Overall, the constructs
and their respective indicators exhibited strong reliability and
validity.
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TABLE 1 Results of construct reliability and validity assessments.

Construct and indicators Mean STD Item loading

Information transparency (AVE = 0.677, alpha = 0.842, CR = 0.894)

We believe blockchain technology can help us disclose more transparent information, thus facilitating communication
with our partners.

5.607 1.013 0.806

We believe blockchain technology can help us easily confirm historical transaction records, thus making all
transactions more transparent.

5.672 1.058 0.814

We believe blockchain technology enabled-supply chain information would be transparent. 5.574 1.036 0.847

We believe the data is more transparent under the guarantee of the blockchain technology. 5.571 1.150 0.825

Information security (AVE = 0.742, alpha = 0.884, CR = 0.920)

We believe the blockchain technology can enable secure data communication with our partners. 5.396 1.081 0.868

We believe blockchain technology enabled-supply chain information would be safer and more reliable. 5.382 1.135 0.860

We believe blockchain technology can keep our information more secure. 5.299 1.129 0.862

We believe blockchain technology has the potential to keep the data more secure and reliable. 5.308 1.141 0.855

Digital leadership (AVE = 0.722, alpha = 0.903, CR = 0.928)

A digital leader raises awareness of the employees of the organization about the risks of the information technologies. 5.793 1.189 0.861

A digital leader raises awareness of the employees about the technologies that can be used to improve the organizational
processes.

5.636 1.128 0.853

A digital leader determines required ethical behaviors for information implementations with all the stakeholders. 5.568 1.251 0.831

A digital leader plays an informative role to reduce the resistance toward innovations brought by information
technologies.

5.683 1.203 0.854

A digital leader shares own experiences about technological opportunities that will increase the contributions to the
colleagues for the structure of the learning organization.

5.754 1.205 0.847

Supply chain trust (AVE = 0.682, alpha = 0.942, CR = 0.951)

We believe our supply chain partners usually take our interests into account when making a major decision. 5.751 1.263 0.802

We believe our supply chain partners do not seek to increase their interests at the expense of both parties. 5.683 1.188 0.822

Our supply chain partners usually keep the promises that they made to our firm. 5.852 1.144 0.839

We believe our supply chain partners can keep the promises of the cooperation made to our firm. 5.867 1.124 0.844

We believe our supply chain partners will be ready and can provide us assistance and high-quality support 5.861 1.185 0.828

Our supply chain partners usually provide us with products that have better functionality. 5.781 1.125 0.815

We believe our supply chain partners usually make decisions that are in line with the rules. 5.902 1.128 0.826

Our firm has a high level of trusting partnership with our supply chain partners. 5.766 1.144 0.829

We believe our supply chain partners will be willing and can comply with the contract. 5.902 1.117 0.829

Supply chain flexibility (AVE = 0.638, alpha = 0.906, CR = 0.925)

Our supply chain is able to deal with different non-standard orders. 5.607 1.353 0.800

Our supply chain is able to offer special customer specifications. 5.639 1.211 0.788

Our supply chain is able to produce different features of products such as options, sizes, and colors. 5.746 1.219 0.814

Our supply chain is able to adjust capacity (accelerate/decelerate) in production regarding rapid customer demand
changes.

5.657 1.136 0.796

Our supply chain is able to introduce large numbers of product improvements. 5.595 1.186 0.787

Our supply chain is able to offer/introduce new products for customers. 5.636 1.238 0.796

Our supply chain is able to respond to the needs and wants of the firm’s target market. 5.722 1.228 0.811

N, 338. AVE, average variance extracted; CR, composite reliability; STD, standard deviation.

Hypotheses testing

Following the assessment of the measurement model, we
empirically tested our hypotheses using structural equation
modeling analyses. Figure 2 summarizes summarized the results
of SEM analyses.

Following the approach recommended by Chin (1998), we
estimated the coefficient of determination R2 and the path

coefficient with their respective t-values. As reported in Figure 2,
the R2 values for the two endogenous variables (i.e., supply
chain trust and supply chain flexibility) exhibited adequate
explanatory power for our model (0.494–0.542).

Hypotheses 1 and 2 predict a positive relationship between
blockchain technology transparency, security, and supply chain
trust. We tested the hypotheses using PLS to calculate the
coefficients for the respective effect of blockchain technology
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TABLE 2 Correlations and discriminant validity among the constructs.

Variables 1 2 3 4 5

1. Information transparency 0.823

2. Information security 0.348 0.861

3. Digital leadership 0.332 0.201 0.849

4. Supply chain trust 0.536 0.426 0.489 0.826

5. Supply chain flexibility 0.533 0.437 0.509 0.701 0.799

N, 338. Values reported in the italicized bold diagonal text are the square root of the AVE
for each construct.

information transparency and security. The results show
a positive and statistically significant relationship between
blockchain technology information transparency (b = 0.441,
p < 0.01), security (b = 0.273, p < 0.01), and supply chain
trust. These results support Hypotheses 1 and 2. Furthermore,
we examined Hypotheses 3 and 4 by estimating the direct
effect of blockchain technology information transparency and
security on supply chain flexibility, respectively. The results
show that blockchain technology information transparency
(b = 0.197, p < 0.01) and security (b = 0.141, p < 0.05)
are positively and significantly associated with supply chain
flexibility, providing strong support for Hypotheses 3 and 4.
Moreover, we empirically examined Hypotheses 5 and 6 by
estimating the moderating effect of digital leadership on the
respective contribution of blockchain technology information
transparency and security to supply chain trust. As indicated
in Figure 2, digital leadership negatively moderated the effect
of blockchain technology information transparency on supply
chain trust (b = -0.163, p < 0.01). Therefore, Hypothesis 5 is not
supported. In contrast, digital leadership positively moderates
the relationship between blockchain technology information

security and supply chain trust (b = 0.175, p < 0.01). The results
support Hypothesis 6. Finally, we test the effect of supply chain
trust on supply chain flexibility. As shown in Figure 2, the path
coefficient from supply chain trust to supply chain flexibility is
positive and highly significant (b = 0.536, p < 0.001). Therefore,
Hypothesis 7 is also supported.

While exploring the indirect effects of blockchain
technology information transparency and security on supply
chain flexibility via supply chain trust goes beyond the scope
of this study, we further examined such possible indirect
effects to draw more useful and important implications for
scholars and managers. In this regard, we estimated the
coefficients for the respective indirect effect of blockchain
technology information transparency (b = 0.237, p < 0.001)
and security (b = 0.146, p < 0.001) on supply chain flexibility
via supply chain trust. The results demonstrate that blockchain
technology information transparency and security indirectly
affect supply chain flexibility via supply chain trust. In other
words, these results imply that supply chain trust plays an
important role in partially mediating the effect of blockchain
technology information transparency and security on supply
chain flexibility. We discussed the results and presented their
implications in the following section.

Discussion and conclusion

Under the circumstance that the traditional supply chain
model cannot fully cope with the changes of supply chain
members and supply chain risks, the necessity and urgency of
firms to build a flexible supply chain are further highlighted.
In the period of supply chain restructuring, how to build a

FIGURE 2

Estimated results from structural equation modeling. N, 338. ***p < 0.001, **p < 0.01, *p < 0.05.
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flexible supply chain is an urgent problem for firms in the
changing environment. Firms that want to develop a flexible
supply chain in the current market must increase their flexibility.
The purpose is to resist risks, restore flexibility, seize the
opportunities brought by the fourth industrial revolution, and
help firms quickly respond to possible risks or opportunities.
Firms have been actively seeking ways to improve supply
chain flexibility and integrating Industry 4.0 technology into
supply chain operations has gradually become the consensus
of global firm leaders. This study refers to network theory and
RBV of subdividing blockchain technology into transparent
information. The two characteristics of security and safety are
studied, and the different effects of the two characteristics
on supply chain trust and flexible supply chain are studied.
Considering that the digital economy requires firms to have
a certain degree of digital leadership (Petry, 2018), this study
introduces digital leadership into the construction of a flexible
supply chain model, explores the role of digital leadership in
the construction of flexible supply chains by firms, and develops
and creates a flexible supply chain model. This study lays
a theoretical foundation for firms to build a flexible supply
chain in the post-epidemic era. It helps firms determine how
the technical characteristics of blockchain affect supply chain
trust and flexible supply chain and understand the relationship
between the characteristics of blockchain technology, digital
leadership, supply chain trust, and flexible supply chain. It
provides a valuable reference for firms to exert their digital
leadership to accelerate the construction of flexible supply
chain strategies in the post-epidemic era. This study can
provide valuable suggestions and solutions for firms to achieve
the construction of flexible supply chains. Through empirical
analysis of 338 firms, this study obtains four conclusions and
insights.

First, the information transparency and information
security of blockchain technology contribute positively to the
building of supply chain trust. Previous literature emphasized
that the adoption of blockchain technology can help a firm
increase customer trust (Dutta et al., 2020), fast trust (Dubey
et al., 2020), and supplier trust (Meidute-Kavaliauskiene et al.,
2021). This study extends this insight and proves that firms can
enhance supply chain trust with the help of the information
transparency and security of blockchain technology. Supply
chains are inherently decentralized and complex, and supply
chain node firms can easily fall into a crisis of trust. This study
suggests that firms should fully use blockchain technology’s
transparency and security, improve the trust of the supply
chain as a whole, and create a safe and transparent supply chain
environment.

Second, the information transparency and information
security of blockchain also have a positive impact on supply
chain flexibility. Consistent with previous literature results,
adopting blockchain technology can improve supply chain
resilience (Dubey et al., 2020) and guarantee firms to build

a flexible supply chain (Sheel and Nath, 2019). This study
confirms the positive impact of blockchain technology on the
construction of a flexible supply chain, which shows that, in
today’s rapidly changing information technology, the use of
blockchain technology is crucial to the operation of the entire
supply chain system. Firms should attach great importance to
the transparency and security of blockchain technology and
make full use of it to promote the transformation from a
traditional supply chain to a flexible supply chain.

Third, contrary to expectations, digital leadership plays
a negative moderating role in the relationship between
information transparency of blockchain technology and supply
chain trust. Therefore, the higher the digital leadership is,
the weaker the positive relationship between information
transparency of blockchain technology and supply chain trust
will be. This insight is contrary to previous literature results,
which believe that the higher the digital leadership is, the
higher the acceptance of solving business problems through
digital technologies at the forefront of Industry 4.0 (Eberl and
Drews, 2021). The key reason for this expectation is that digital
leadership attaches great importance to protecting firm data
privacy (Outvorst et al., 2018). Since we found that digital
leadership positively moderates blockchain information security
and supply chain trust, the results show that digital leadership
can help firms fully utilize the benefits of information security of
blockchain technology to improve supply chain trust. However,
our results further indicate that digital leadership may serve as
a double-edged sword in moderating the relationship between
blockchain technology and supply chain trust. Although high
digital leadership values data security and privacy protection,
it negatively impacts the relationship between information
transparency and supply chain trust. Therefore, firms and their
managers should be cautious about improving information
transparency to build trusting relationships with their supply
chain partners.

Fourth, this study found that supply chain trust positively
contributes to the building of a flexible supply chain. This
finding is largely consistent with previous literature which
suggests that building a flexible supply chain cannot be
accomplished by a firm alone but needs to achieve supply chain
trust among firms (Ghode et al., 2020). This study also found
that supply chain trust positively impacts the construction of
a flexible supply chain and plays a mediating role between the
two characteristics of blockchain technology and the building
of a flexible supply chain, thereby providing insights into the
relationships between information transparency and security of
blockchain technology, supply chain trust, and supply chain
flexibility. This implies that a firm needs to adopt blockchain
technology for them to build trusting relationships with its
partners and develop a flexible supply chain, especially in
uncertain situations. It is thus necessary for executives to pay
close attention to the important role of building trust-based
relationships in helping the firm develop a flexible supply chain.

Frontiers in Psychology 10 frontiersin.org

https://doi.org/10.3389/fpsyg.2022.1004007
https://www.frontiersin.org/journals/psychology
https://www.frontiersin.org/


fpsyg-13-1004007 September 19, 2022 Time: 14:36 # 11

Wang and Yang 10.3389/fpsyg.2022.1004007

Like all studies, this study has some limitations which can
offer important opportunities for future research. First, this
study only empirically examined our claims using Chinese
firms that widely use blockchain technology, which may limit
the generalizability of our findings. Future studies should
expand the research scope to additional research contexts
to increase the generalizability of our results. Second, while
we believe blockchain technology is widely adopted in many
different industries, we primarily focused on firms operating
in the manufacturing sector. Future studies are encouraged to
scrutinize our core expectations and findings in other alternative
sample settings, possibly incorporating a greater number of
industries. Third, as blockchain technology is developing
iteratively, it may have additional important characteristics
such as information immutability and traceability except for
information transparency and security. Further research should
incorporate additional important characteristics of blockchain
technology into the conceptual model and explore their
potential effects on the building of supply chain trust and
flexibility. In addition, making information transparent may
not guarantee better firm performance. In particular, as pointed
out in the literature, blockchain technology is not yet mature,
whether it can bring value to business processes remains unclear,
and many firms are thus taking a wait-and-see attitude toward
blockchain technology (Swan, 2015; Liang et al., 2021). Future
researchers thus need to explore whether trusting relationships
and flexibility achieved by using blockchain technology in the
supply chain can contribute to improved firm performance.
Finally, going beyond context-specific, industry-specific, and
blockchain technology characteristic-specific, future researchers
should also engage with additional firm-specific heterogeneity,
such as dynamic capabilities and competencies in the links

between different characteristics of blockchain technology and
supply chain trust.
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An integrated impact of blockchain on supply chain applications. Logistics 5:33.
doi: 10.3390/logistics5020033

Mejia, J., Urrea, G., and Pedraza-Martinez, A. J. (2019). Operational
transparency on crowdfunding platforms: Effect on donations for emergency
response. Prod. Oper. Manag. 28, 1773–1791. doi: 10.1111/poms.13014

Moody, G. D., Siponen, M., and Pahnila, S. (2018). Toward a unified model of
information security policy compliance. MIS Q. 42, 285–331. doi: 10.25300/misq/
2018/13853

Frontiers in Psychology 12 frontiersin.org

https://doi.org/10.3389/fpsyg.2022.1004007
https://doi.org/10.1016/j.indmarman.2014.10.001
https://doi.org/10.1109/ACCESS.2020.2983601
https://doi.org/10.1007/s10551-012-1452-x
https://doi.org/10.1007/s10551-012-1452-x
http://www.capgemini.com/consulting-de/wp-content/uploads/sites/32/2017/08/14-10-16_digital_leadership_v11_web_17102016.pdf
http://www.capgemini.com/consulting-de/wp-content/uploads/sites/32/2017/08/14-10-16_digital_leadership_v11_web_17102016.pdf
http://www.capgemini.com/consulting-de/wp-content/uploads/sites/32/2017/08/14-10-16_digital_leadership_v11_web_17102016.pdf
https://doi.org/10.1016/j.jbusres.2022.05.015
https://doi.org/10.1016/j.ijpe.2020.107689
https://doi.org/10.1016/j.ijpe.2020.107689
https://doi.org/10.1080/00207543.2020.1722860
https://doi.org/10.1016/j.tre.2020.102067
https://doi.org/10.1007/978-3-030-86800-0_17
https://doi.org/10.1108/MRR-05-2021-0338
https://doi.org/10.1007/s10479-020-03729-y
https://doi.org/10.1016/j.procir.2015.12.107
https://doi.org/10.1016/j.procir.2015.12.107
https://doi.org/10.1177/002224378101800104
https://doi.org/10.1108/JEIM-07-2019-0186
https://doi.org/10.1007/s10796-019-09901-5
https://doi.org/10.1108/IJPDLM-02-2019-0063
https://doi.org/10.1108/IJPDLM-02-2019-0063
https://doi.org/10.1108/S1474-797920090000020014
https://doi.org/10.4018/JMME.2020010104
https://doi.org/10.1002/smj.196
https://doi.org/10.5465/1556394
https://doi.org/10.1016/j.tre.2018.07.001
https://doi.org/10.1016/j.cie.2020.107079
https://doi.org/10.1016/j.ijpe.2022.108430
https://doi.org/10.1016/j.ijpe.2014.03.016
https://doi.org/10.1016/j.ijpe.2014.03.016
https://doi.org/10.1007/s10479-020-03912-1
https://doi.org/10.1007/s10479-020-03912-1
https://doi.org/10.3390/su11216181
https://doi.org/10.3390/su11216181
https://doi.org/10.1109/MITP.2019.2895423
https://doi.org/10.1109/MITP.2019.2895423
https://doi.org/10.3390/fi12030060
https://doi.org/10.1080/07421222.2021.1912915
https://doi.org/10.1108/IJPPM-07-2019-0359
https://doi.org/10.1016/j.cie.2021.107133
https://doi.org/10.1016/j.cie.2021.107133
https://doi.org/10.1016/j.ijpe.2020.107882
https://doi.org/10.3390/su13169404
https://doi.org/10.1108/IJLM-07-2016-0176
https://doi.org/10.3390/logistics5020033
https://doi.org/10.1111/poms.13014
https://doi.org/10.25300/misq/2018/13853
https://doi.org/10.25300/misq/2018/13853
https://www.frontiersin.org/journals/psychology
https://www.frontiersin.org/


fpsyg-13-1004007 September 19, 2022 Time: 14:36 # 13

Wang and Yang 10.3389/fpsyg.2022.1004007

Moon, K. K. L., Yi, C. Y., and Ngai, E. W. T. (2012). An instrument for
measuring supply chain flexibility for the textile and clothing companies. Eur. J.
Oper. Res. 222, 191–203. doi: 10.1016/j.ejor.2012.04.027

Neeley, T. B., and Leonardi, P. M. (2018). Enacting knowledge strategy through
social media: Passable trust and the paradox of nonwork interactions. Strateg.
Manag. J. 39, 922–946. doi: 10.1002/smj.2739

Nunnally, J. C. (1978). Psychometric Theory. New York, NY: McGraw-Hill.

Oberer, B., and Erkollar, A. (2018). Leadership 4.0: Digital leaders in the age of
industry 4.0. Int. J. Organ. Leadersh. 7, 404–412.

Outvorst, F., Visker, C., and de Waal, B. M. (2018). “Digital leadership:
As the only way to survive a changing digital world,” in ECMLG 2018 14th
European Conference on Management, Leadership and Governance, (New York,
NY: Academic Conferences and publishing limited), 300.

Petry, T. (2018). “Digital Leadership,” in Knowledge Management in Digital
Change Progress in IS, eds K. North, R. Maier, and O. Haas (Berlin: Springer),
doi: 10.1007/978-3-319-73546-7_12

Podsakoff, P. M., MacKenzie, S. B., Lee, J. Y., and Podsakoff, N. P. (2003).
Common method biases in behavioral research: A critical review of the literature
and recommended remedies. J. Appl. Psychol. 88, 879–903.

Pournader, M., Shi, S., Seuring, S., and Koh, S. C. L. (2020). Blockchain
applications in supply chains, transport and logistics: A systematic review of
the literature. Int. J. Prod. Res. 58, 2063–2081. doi: 10.1080/00207543.2019.165
0976

Promsri, C. (2019). The developing model of digital leadership for a successful
digital transformation. Int. J. Bus. Manag. 2, 1–8.

Queiroz, M. M., Telles, R., and Bonilla, S. H. (2019). Blockchain and supply
chain management integration: A systematic review of the literature. Supply Chain
Manag. Int. J. 25, 241–254. doi: 10.1108/SCM-03-2018-0143

Queiroz, M. M., and Wamba, S. F. (2019). Blockchain adoption challenges in
supply chain: An empirical investigation of the main drivers in India and the USA.
Int. J. Inf. Manag. 46, 70–82. doi: 10.1016/j.ijinfomgt.2018.11.021

Rejeb, A., Keogh, J. G., Simske, S. J., Stafford, T., and Treiblmaier, H. (2021).
Potentials of blockchain technologies for supply chain collaboration: A conceptual
framework. Int. J. Logist. Manag. 32, 973–994. doi: 10.1108/IJLM-02-2020-
0098

Roberta, P. C., Christopher, M., Lago, and Da Silva, A. (2014). Achieving supply
chain resilience: The role of procurement. Supply Chain Manag. 19, 626–642.
doi: 10.1108/SCM-09-2013-0346

Saberi, S., Kouhizadeh, M., Sarkis, J., and Shen, L. (2019). Blockchain technology
and its relationships to sustainable supply chain management. Int. J. Prod. Res. 57,
2117–2135. doi: 10.1080/00207543.2018.1533261

Sarkis, J., Cohen, M. J., Dewick, P., and Schröder, P. (2020). A brave new world:
Lessons from the COVID-19 pandemic for transitioning to sustainable supply and
production. Resour. Conserv. Recycl. 159:104894.

Sheel, A., and Nath, V. (2019). Effect of blockchain technology adoption on
supply chain adaptability, agility, alignment and performance. Manag. Res. Rev.
42, 1353–1374. doi: 10.1108/MRR-12-2018-0490

Singh, A. K., and Samuel, C. (2020). Positioning strategy implementation
barriers: A decision making approach based on resource-based theory. Int. J.
Manag. Decis. 19, 473–504. doi: 10.1504/IJMDM.2020.110884

Sinkovics, R. R., Sinkovics, N., Lew, Y. K., Jedin, M. H., and Zagelmeyer,
S. (2015). Antecedents of marketing integration in cross-border mergers and
acquisitions: Evidence from Malaysia and Indonesia. Int. Mark. Rev. 32, 2–28.
doi: 10.1108/IMR-07-2014-0211

Slack, N. (2005). The flexibility of manufacturing systems. Int. J. Oper. Prod.
Manag. 25, 1190–1200. doi: 10.1108/eb054798

Song, J. M., Sung, J., and Park, T. (2019). Applications of blockchain to improve
supply chain traceability. Procedia. Comput. Sci. 162, 119–122. doi: 10.1016/j.
procs.2019.11.266

Sreedevi, R., and Saranga, H. (2017). Uncertainty and supply chain risk: The
moderating role of supply chain flexibility in risk mitigation. Int. J. Prod. Econ.
193, 332–342. doi: 10.1016/j.ijpe.2017.07.024

Srinivasan, R., and Swink, M. (2017). An investigation of visibility and flexibility
as complements to supply chain analytics: Organizational information processing
theory perspective. Prod. Oper. Manag. 27, 1–19.

Stone, M. (1974). Cross-validatory choice and assessment of statistical
predictions. J. R. Stat. Soc. Series B 36, 111–147. doi: 10.1111/j.2517-6161
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